
63% of laptop use and 59% of 
tablet use for business is done 
from home, on the go, or at 
another non-office location.1

36%: Increase in ransomware attacks in 2016 
with a 266% increase in ransom demanded.8 

$9,485: Malware-infected mobile 
devices cost organisations an 
average of $9,485 per device.9 

Microsoft 365 Business is an integrated solution built to help 
growing businesses thrive, with productivity, management 

and security capabilities that empower employees, and 
easy-to-manage security that protects your company data.

What could your employees do with 6.4 more hours each week?

Employees working at 
organisations strong in mobile 
enablement saw a 16% boost 
in productivity – or 6.4 extra 
hours in a 40-hour week.4

+ 6.4 hours per week

Do you trust your 
technology with 
devices and data?
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Mobility1

Connection and collaboration2

Security3

As your business becomes more 
mobile and employees work across 
devices – including their own – your 
technology needs to keep up to avoid 
showstopping issues.

Does every device in your network have the latest security update? 

Is your business data safe if a device goes missing or is 
compromised through a phishing, malware or other attack? 

Out of 
office 59%63%

of employees said the 
“ability to work from any 
location at any time” 
improves productivity.2 

also cited the “ability 
to access information 
quickly and easily”.3

49% 42% 

of businesses surveyed had 
encountered at least one of 
a dozen common security issues.7 

95% 

of information workers believe 
better business tools will improve the 
location and sharing of information, 
and expertise to do their jobs.5

50% 

See Plans & Pricing

Are you providing the tools your workers need to do 
their best job at your business?

The average employee 
communicates and collaborates 
with more than 20 colleagues 
and customers daily.6
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